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But back to cyber, what is the context of space operations ? 

What factors are impacting our field of operations ?

https://www.nato.int/cps/en/natohq/topics_110496.htm
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Space, like any critical and competitive sector, became aware that time-
to-market and production costs were a differentiator factor.

Space systems are more complex although this complexity aims at easing 
operations. Thus, they have increased surface attacks and could be 
considered in a way more fragile.

For the security practitioner, we face an asymmetrical context : 
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